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(57) ABSTRACT

A method for network sharing of multiple network operators
includes steps of: providing a network sharing management
proxy device adapted to be disposed between a sharing
access point (AP) and a plurality of core networks of the
network operators, wherein the sharing AP allows one or
more end user equipment (UE) of the network operators to
access; receiving a control message by the network sharing
management proxy device, wherein the control message is
corresponding to an UE, and the UE is an end UE of a first
network operator of the network operators; checking the
control message to determine that the UE is corresponding
to which one of the network operators, and generating
tunneling information accordingly; and transmitting the con-
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202 204 206
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receive a control message ~-S31

check the control message to determine that the UE is
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of the UE's corresponding network operator
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UE receives system information from the sharing AP 551

v

UE performs PLMN selection, and sends
the control messages to the sharing AP [ -852

v

sharing AP encapsulates the received control messages into
S1-MME messages, and transmits the S1-MME messages 553
to the network sharing management proxy device

v

network sharing management proxy device checks the received
S1-MME messages for related PLMN information, and 554
establishes tunneling connection to the target core network

v

network sharing management proxy device transmits
the control messages to the transceiver terminal | -S55

v

transceiver terminal encapsulates the received messages into |
data packets, and delivers them to the corresponding RAN | -S56

v

data packets are forwarded to the target core network 557

v

tunnel end in the target core network extracts the
control messages, and forwards the control

messages to related network components for | -858

network registration and/or authentication

v

registration result follows the same path but B
the reverse direction to reach the UE 559

END

FIG. 5
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(G

UE receives system information from the sharing AP 571

{

UE performs PLMN selection according to the system
information, and sends the control messages to the sharing AP | -S72

{

sharing AP encapsulates the received control messages into
S1-MME messages, and transmits the S1-MME messages 573
to the network sharing management proxy device

{

network sharing management proxy device checks the received
S1-MME messages for related PLMN information, builds up

tunneling with another network sharing management proxy | -S74

device, and delivers the messages to the transceiver terminal

v

transceiver terminal encapsulates the received messages into
data packets, and transmits them to the corresponding RAN | -S75

data packets follow the data traffic path to reach the i
other network sharing management proxy device 876

{

the other network sharing management proxy device extracts
the control messages from the data packets, and establishes “_§77
a tunneling connection to the related target core network

!

data packets are transmitted to the target core network to
execute related registration and/or authentication processes | -S78

{

registration result follows the same path but
the reverse direction to reach the UE [-S79

END

FIG. 7
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UE receives system information from the sharing AP 591

v

UE performs PLMN selection according to the system
information, establishes RRC connection to the sharing
AP, and sends the control messages to the sharing AP

v

sharing AP encapsulates the received control
messages into S1-MME messages, and transmits
the S1-MME messages to the transceiver terminal

v

transceiver terminal encapsulates the received
messages into data packets, and transmits
them to the corresponding RAN

v

network sharing management proxy device in the backhaul
extracts the control messages from the received data packets,
and builds up tunneling with the related target core network

v

data packets are transmitted to the target core network

v

registration result follows the same path
but the reverse direction to reach the UE [-897

[ -S592

[--S93

[ -S594

[-S95

| \-S96

END

FIG. 9
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1
METHOD FOR NETWORK SHARING OF
MULTIPLE NETWORK OPERATORS AND
NETWORK SHARING MANAGEMENT
PROXY DEVICE USING THE SAME

CROSS-REFERENCE TO RELATED
APPLICATION

This application claims the benefits of U.S. provisional
application Ser. No. 62/167,315, filed May 28, 2015, and
Taiwan application Serial No. 104142987, filed Dec. 21,
2015, the disclosure of which are incorporated by reference
herein in its entirety.

TECHNICAL FIELD

The disclosure relates in general to a communication
method and an electric device using the same, and relates to
a method for network sharing of the multiple network
operators and a network sharing management proxy device
using the same.

BACKGROUND

How to improve the network transmission rate is an issue
to be addressed in communication field. In indoor situations,
e.g., public transportation or offices, it can typically deploy
a small base station to improve the quality of signals for
users and to extend the network coverage. However, in order
to support the accesses of various network operators’ end
users, it is required for the network operators to deploy their
own small base station in a limited space to serve the users,
but this will significantly increase the cost of deployment
and the difficulty of installation.

Therefore, there is a need to provide a communication
method capable of supporting network sharing of multiple
network operators.

SUMMARY

The disclosure is directed to a method for network sharing
of the multiple network operators and a network sharing
management proxy device using the same.

According to one embodiment, a method for network
sharing of multiple network operators is provided. The
method includes steps of: providing a network sharing
management proxy device adapted to be disposed between
a sharing access point (AP) and a plurality of core networks
of the network operators, wherein the sharing AP allows one
or more end user equipment (UE) of the network operators
to access; receiving a control message by the network
sharing management proxy device, wherein the control
message is corresponding to a UE, and the UE is an end UE
of a first network operator of the network operators; check-
ing the control message to determine that the UE is corre-
sponding to which one of the network operators, and gen-
erating tunneling information accordingly; and transmitting
the control message to a first core network of the first
network operator according to the tunneling information.

According to another embodiment, a network sharing
management proxy device for network sharing of multiple
network operators is provided. The network sharing man-
agement proxy device includes a receiving circuit, a pro-
cessing circuit and a transmitting circuit. The receiving
circuit is for receiving a control message corresponding to a
user equipment (UE), wherein the UE is an end UE of a first
network operator of the network operators. The processing
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circuit is for checking the control message to determine that
the UE is corresponding to which one of the network
operators, and generating tunneling information accord-
ingly. The transmitting circuit is for transmitting the control
message to a first core network of the first network operator
according to the tunneling information; wherein the network
sharing management proxy device is adapted to be disposed
between a sharing access point (AP) and a plurality of core
networks of the network operators, and the sharing AP
allows one or more end UE of the network operators to
access.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 shows a schematic diagram of a communication
system according to an embodiment of the present inven-
tion.

FIG. 2 shows a simplified block diagram of a network
sharing management proxy device according to an embodi-
ment of the present disclosure.

FIG. 3 shows a flowchart of a communication method of
the network sharing management proxy device.

FIG. 4 shows a schematic diagram of a network configu-
ration in which the proposed network sharing management
proxy device is disposed in the backhaul.

FIG. 5 shows a flowchart of a communication method
based on the network configuration of FIG. 4.

FIG. 6 shows a schematic diagram of a network configu-
ration according to an embodiment of the present disclosure.

FIG. 7 shows a flowchart of a communication method
based on the network configuration of FIG. 6.

FIG. 8 shows a schematic diagram of a network configu-
ration in which the proposed network sharing management
proxy device is disposed in the backhaul.

FIG. 9 shows a flowchart of a communication method
based on the network configuration of FIG. 8.

FIG. 10, FIG. 11 and FIG. 12 show schematic diagrams of
various network configurations respectively corresponding
to those shown in FIG. 4, FIG. 6 and FIG. 8.

In the following detailed description, for purposes of
explanation, numerous specific details are set forth in order
to provide a thorough understanding of the disclosed
embodiments. It will be apparent, however, that one or more
embodiments may be practiced without these specific
details. In other instances, well-known structures and
devices are schematically shown in order to simplify the
drawing.

DESCRIPTION OF THE EMBODIMENTS

A number of embodiments of the present invention are
disclosed below with reference to accompanying drawings,
but not every embodiment is illustrated in accompanying
drawings. In practical application, the present invention can
have different variations and is not limited to the embodi-
ments exemplified in the specification. A number of embodi-
ments are disclosed in the present disclosure to meet the
statutory requirements. Designations common to the accom-
panying drawings are used to indicate identical or similar
elements.

FIG. 1 shows a schematic diagram of a communication
system 100 according to an embodiment of the present
invention. The communication system 100 includes one or
more user equipment (UE) 102, sharing access points (AP)
104A/104B, network sharing management proxy devices
106A/106B in backhaul, a transmission media 108 and one
or more core networks 110 of various network operators.



US 9,973,350 B2

3

The UE 102 can be, for example, an end UE for the network
operators. The sharing AP 104A/104B, e.g., a small cell/
macro cell, allows one or more end UE belonging to
different network operators to access. Foe example, pro-
vided that the sharing AP 104A/104B is shared by a first
network operator and a second network operator, the sharing
AP 104A/104B may connect to the end UE of the first and
second network operators to perform relative communica-
tion. The network sharing management proxy device 106 A/
106B, e.g., a Mobility Management Entity (MME) proxy
device, can be realized by such a personal computer (PC), a
laptop, or a circuit which reads at least a readable code from
at least a memory device. Below, the proposed network
sharing management proxy device 106A/106B is exempli-
fied as an MME proxy device under Long Term Evolution
(LTE) environment, but the present disclosure is not limited
thereto.

The transmission media 108 which can be realized by
such as a wired network or a wireless network is responsible
for the signal transmission of the backhaul of the sharing AP
104A. The backhaul of the sharing AP 104B may connect to
the one or more core networks 110 of the network operators
through the network sharing management proxy device
106B. Take FIG. 1 for example, provided that the transmis-
sion media 108 is realized by a wireless transceiver, the
transmission media 108 is like the UE 102 which can be
provided by the various network operators, and thus can
connect to the sharing AP 104B. The plurality of core
networks 110 can be deployed by the various network
operators for example, and each core network 110 may
include network components such as MME, Serving Gate-
way (S-GW) and Packet Data Network Gateway (P-GW).
The MME is responsible for processing control-related
messages. The S-GW and P-GW may deliver data packet(s)
to the Internet.

In the embodiments of the present disclosure, the network
sharing management proxy device is adapted to be disposed
between the sharing AP 104A/104B and the core networks
of the various network operators. Control messages corre-
sponding to the various network operators’ UE can be
transmitted to the network sharing management proxy
device through the sharing AP shared by the various network
operators. The network sharing management proxy device
may executes the functionality of tunneling, by adding
corresponding tunneling information into the control mes-
sage, to protect and to transmit the control message to the
target core network. Accordingly, the proposed network
sharing management proxy device not only realizes the
sharing of small cell/macro cell for multiple network opera-
tors, but also makes the various network operators share
their backhaul resources. Thus, the cost of deploying the
small cell/macro cell to the network operators can be
reduced, and the available bandwidth for the user can be
improved.

In an embodiment, as shown in FIG. 1, the network
sharing management proxy device 106A is adapted to be
disposed in the backhaul of the sharing AP 104A. The
network sharing management proxy device 106A disposed
in the backhaul of the sharing AP 104A may forward the
control messages received from the sharing AP 104A to the
transmission media 108, and utilize the transmission media
108 to pass the control messages to the core network(s) 110
in the backhaul.

In an embodiment, depending on various applications, the
network sharing management proxy device (e.g., the net-
work sharing management proxy device 106B) is adapted to
be disposed in the backhaul of the sharing AP 104B shown
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4

in FIG. 1. The network sharing management proxy device
1068 disposed in the backhaul of the sharing AP 104B may
receive the control messages from the transmission media
108, and transmit the control messages to the target core
network through at least one of the core networks 110.

The control message may include registration information
of the UE which can be delivered to the target core network
through at least one of the core networks 110 in a form of
data packet. For example, provided that the UE 102 is an end
UE of the first network operator and registers to a first core
network of the first network operator, the control message
(e.g., including the information of network registration)
from the UE 102 can be encapsulated into data packets and
be delivered by the core network(s) of the first network
operator or other network operator(s) (e.g., a second core
network). The delivered data packets can be sent back from
Internet to the target core network (e.g., the first core
network) for related registration procedures. In an embodi-
ment, the network sharing management proxy device may
select, according to the network conditions and/or routing
rules, one of the core networks 110 provided by the various
network operators to deliver the control message to the
target core network.

Refer to FIG. 2 and FIG. 3. FIG. 2 shows a simplified
block diagram of a network sharing management proxy
device 200 according to an embodiment of the present
disclosure. FIG. 3 shows a flowchart of a communication
method of the network sharing management proxy device
200. The network sharing management proxy device 200
can be used as the network sharing management proxy
device 106A/106B in FIG. 1, or any other network sharing
management proxy device described in the present disclo-
sure.

The network sharing management proxy device 200
includes a receiving circuit 202, a processing circuit 204 and
a transmitting circuit 206. The receiving circuit 202 may
include a wireless receiver. The processing circuit 204 may
be realized by such as a special purpose application circuit,
a central processing unit, a micro processor or other arith-
metic processing circuits. The transmitting circuit 206 may
include a wired/wireless transmitter.

At step S31, the receiving circuit 202 receives a control
message CS corresponding to a UE, wherein the UE is an
end UE of a first network operator of the various network
operators sharing the sharing AP.

At step S32, the processing circuit 204 checks the control
message CS to determine that the UE is corresponding to
which one of the network operators, and generates tunneling
information TI accordingly.

At step S33, the transmitting circuit 206 delivers the
control message CS to a first core network of the first
network operator (i.e., a core network of the UE’s corre-
sponding network operator) according to the tunneling infor-
mation T1. The tunneling information T is corresponding to
a tunnel end in the first core network. The tunnel end may
process the control message CS in response to the tunneling
information T1, such as forwarding the control message CS
to one or more network components for network registration
and/or authentication. In this manner, the UE can register to
the target core network through the control message CS, and
then get the Internet access functions.

As mentioned earlier, the network sharing management
proxy device can be disposed in the backhaul of the sharing
AP. Below, details are described in connection with the
figures.

FIG. 4 shows a schematic diagram of a network configu-
ration in which the proposed network sharing management
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proxy device is disposed in the backhaul. In the example of
FIG. 4, UE 402A and 402B are end UE respectively belong-
ing to different network operators (hereafter referred to as
“first network operator” and “second network operator”).
Both of the first and second network operators share the
sharing AP 404. Thus, the UE 402A and 402B can establish
Radio Resource Control (RRC) connection to the sharing AP
404. The sharing AP 404 is connected to the network sharing
management proxy device 406 (e.g., an MME proxy device)
disposed in the backhaul through S1 interface, and may send
the control messages of the UE 402A and 402B to the
network sharing management proxy device 406. When the
network sharing management proxy device 406 receives the
control messages, it will pass them to the backhaul termi-
nals, e.g., the transceiver terminals 408 A and 408B shown in
the figure. For example, the transceiver terminals 408 A and
408B are Customer Premise Equipment (CPE), which are
corresponding to the first and second network operators,
respectively. The transceiver terminals 408A and 408B may
encapsulate the received messages into user plane data
packets, and may deliver the data packets to the correspond-
ing Radio Access Network (RAN). For example, if the
transceiver terminal 408A is selected to deliver the data
packets, the eNB 410A corresponding to the first network
operator will be used to receive the packets. Alternatively, if
the transceiver terminal 408B is selected to deliver the data
packets, the eNB 410B corresponding to the second network
operator will be used to receive the packets. After that, the
data packets will arrive at the corresponding core network
(e.g., the core network 412A corresponding to the first
network operator, or the core network 412B corresponding
to the second network operator), and then be forward to the
target core network for registration.

For example, if the control messages of the UE 402A/
402B are delivered by the transceiver terminal 408A of the
first network operator, the corresponding eNB 410A at the
receiving side will transmit the control messages encapsu-
lated in data packets to the S-GW 4122A of the core network
412A, and forwards them to Internet through the P-GW
4123A. The relative data packets are then sent back from
Internet to the corresponding core networks for authentica-
tion and registration. The registration result will follow the
same data path but reverse direction to reach the UE
402A/402B.

The network sharing management proxy device 406 may
tunnel to the core networks (e.g., 412A and 412B) of various
network operators. For example, each core network may
include a tunnel end. When the data packets reaches the
corresponding core network, the tunnel end (e.g., 4124A)
may resolve the tunneling information to deal with the
control messages of corresponding end UE. This establishes
a tunneling connection between the network sharing man-
agement proxy device 406 and the tunnel end.

FIG. 5 shows a flowchart of a communication method
based on the network configuration of FIG. 4. At step S51,
the UE 402A/402B receives system information from the
sharing AP 404. The system information comprises, for
example, a Public Land Mobile Network (PLMN) list
including a plurality of IDs of the network operators sharing
the sharing AP 404.

At step S52, the UE 402A/402B performs PLMN selec-
tion according to the system information, to determine
whether the sharing AP 404 supports the resource sharing of
the UE 402A/402B's corresponding network operator. If yes,
the UE 402A/402B establishes RRC connection to the
sharing AP 404, and sends the control messages to the
sharing AP 404.
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At step S53, the sharing AP 404 encapsulates the received
control messages into S1-MME messages, and transmits the
S1-MME messages to the network sharing management
proxy device 406. In FIG. 4 and FIG. 5, the network sharing
management proxy device is exemplified as an MME proxy
device, but the present disclosure is not limited thereto.

At step S54, the network sharing management proxy
device 406 checks the received SI-MME messages for
related PLMN information (e.g., PLMN ID), and establishes
tunneling connection to the target core network.

At step S55, the network sharing management proxy
device 406 transmits the control messages to the transceiver
terminal 408A/408B.

At step S56, the transceiver terminal 408A/408B encap-
sulates the received messages into data packets, and delivers
them to the corresponding RAN.

At step S57, the data packets are forwarded to the target
core network (e.g., the core network 412A/412B).

At step S58, the tunnel end in the target core network
extracts the control messages, and forwards the control
messages to related network components for network reg-
istration and/or authentication.

At step S59, the registration result follows the same path
but the reverse direction to reach the UE 402A/402B,
allowing the UE to access Internet.

FIG. 6 shows a schematic diagram of a network configu-
ration according to an embodiment of the present disclosure.
In the example of FIG. 6, the UE 602A and the UE 602B are
end UE of the first network operator and the second network
operator, respectively. Both of the first and second network
operators share the sharing AP 604. Thus, the UE 602A and
602B can build up RRC connection to the sharing AP 604.
The sharing AP 604 is connected to the network sharing
management proxy device 606 (e.g., an MME proxy device)
through S1 interface, and may send the control messages of
the UE 602A/602B to the network sharing management
proxy device 606. When the network sharing management
proxy device 606 receives the control messages, it will pass
them to the backhaul terminals, e.g., the transceiver terminal
608A and/or 608B. Then, the control messages are trans-
mitted to the network sharing management proxy device 612
(e.g., an MME proxy device) through the sharing AP 610A/
610B.

In the embodiment, the network sharing management
proxy device 606 may establish a first tunneling connection
to another network sharing management proxy device 612
according to the tunneling information, and utilize the
network sharing management proxy device 612 to establish
a second tunneling connection to the target core network.
For example, after the transceiver terminals 608 A and 608B
encapsulate the received control messages into data packets,
these data packets will be delivered to the RAN formed by
the sharing AP 610A/610B. These data packets will follow
the data traffic path to reach the network sharing manage-
ment proxy device 612 in the backhaul. The network sharing
management proxy device 606 may generate tunneling
information to build up a tunneling connection to the net-
work sharing management proxy device 612 in the back-
haul. The network sharing management proxy device 612
can resolve the tunneling information provided by the net-
work sharing management proxy device 606 to extract the
control messages, and build up a tunneling connection to the
target core network 614A/614B to transmit the control
messages.
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FIG. 7 shows a flowchart of a communication method
based on the network configuration of FIG. 6. At step S71,
the UE 602A/602B receives system information from the
sharing AP 604.

At step S72, the UE 602A/602B performs PLMN selec-
tion according to the system information, and establishes
RRC connection to the sharing AP 604 when it is determined
the sharing AP 604 can support the resource sharing of the
UE 602A/602B’s corresponding network operator. Then, the
control messages are transmitted to the sharing AP 604.

At step S73, the sharing AP 604 encapsulates the received
control messages into S1-MME messages, and transmits the
S1-MME messages to the network sharing management
proxy device 606.

At step S74, the network sharing management proxy
device 606 checks the received SI-MME messages for
related PLMN information (e.g., PLMN ID), builds up
tunneling with the network sharing management proxy
device 612 according to the information, and delivers the
messages to the transceiver terminal 608A/608B.

At step S75, the transceiver terminal 608A/608B encap-
sulates the received messages into data packets, and trans-
mits them to the RAN formed by the sharing AP 610A/610B.

At step S76, the data packets follow the data traffic path
to reach the network sharing management proxy device 612.

At step S77, the network sharing management proxy
device 612 extracts the control messages from the data
packets, and establishes a tunneling connection to the related
target core network 614A/614B.

At step S78, the data packets are transmitted to the target
core network 614A/614B to execute related registration
and/or authentication processes.

At step S79, the registration result follows the same path
but the reverse direction to reach the UE 602A/602B. In
FIG. 6 and FIG. 7, the network sharing management proxy
device is exemplified as an MME proxy device, but the
present disclosure is not limited thereto.

FIG. 8 shows a schematic diagram of a network configu-
ration in which the proposed network sharing management
proxy device is disposed in the backhaul. In the example of
FIG. 8, the UE 802A and the UE 802B are end UE
respectively belonging to the first and second network
operators. Both of the first and second network operators
share the sharing AP 804. The UE 802A and 802B may
establish RRC connection to the sharing AP 804. The
sharing AP 804 is connected to the backhaul terminals, e.g.,
the transceiver terminals 806A and 806B shown in the
figure. For example, the transceiver terminals 806A and
806B are CPE respectively corresponding to the first and
second network operators. The transceiver terminal 806A/
806B may encapsulate the received signal into data packets,
and deliver them to the corresponding core network 812A/
812B.

The eNBs 808A and 808B in the backhaul are respec-
tively connected to the network sharing management proxy
devices 810A and 810B. Each of the network sharing
management proxy devices 810A and 810B may build up
tunneling to each of the core networks 812A and 812B, to
ensure that the control messages can be passed to the target
core network 812A/812B finally.

FIG. 9 shows a flowchart of a communication method
based on the network configuration of FIG. 8. At step S91,
the UE 802A/802B receives system information from the
sharing AP 804.

At step S92, the UE 802A/802B performs PLMN selec-
tion according to the system information, to determine
whether the sharing AP 804 supports the resource sharing of
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the UE 802A/802B’s corresponding network operator. If
yes, the UE 802A/802B establishes RRC connection to the
sharing AP 804, and sends the control messages to the
sharing AP 804.

At step S93, the sharing AP 804 encapsulates the received
control messages into S1-MME messages, and transmits the
S1-MME messages to the transceiver terminal 806A/806B.

At step S94, the transceiver terminal 806A/806B encap-
sulates the received messages into data packets, and delivers
them to the corresponding RAN.

At step S95, the network sharing management proxy
device 810A/810B in the backhaul extracts the control
messages from the received data packets, and builds up
tunneling with the related target core network 812A/812B.

At step S96, the data packets are passed to the target core
network 812A/812B.

At step S97, the registration result follows the same path
but the reverse direction to reach the UE 802A/802B. In
FIG. 8 and FIG. 9, the network sharing management proxy
device is exemplified as an MME proxy device, but the
present disclosure is not limited thereto.

FIG. 10, FIG. 11 and FIG. 12 show schematic diagrams of
various network configurations respectively corresponding
to those shown in FIG. 4, FIG. 6 and FIG. 8. The main
difference is that in FIG. 10 to FIG. 12, the transmission
media of the backhaul is realized by wired network.

In the example of FIG. 10, the UE 1002A and UE 1002B
are end UE respectively belonging to the first and second
network operators. Both of the first and second network
operators share the sharing AP 1004. The UE 1002A and
1002B may establish RRC connection to the sharing AP
1004. The sharing AP 1004 may connect to the network
sharing management proxy device 1006 through S1 inter-
face, and transmits the control messages from various end
UE (e.g., UE 1002A, 1002B) to the network sharing man-
agement proxy device 1006. When the network sharing
management proxy device 1006 receives the control mes-
sages, it will build up tunneling with the corresponding core
network 1008A/1008B to ensure that the control messages
finally can be transmitted to the target core network 1008A/
1008B for the registration and authentication of the UE. In
FIG. 10, the network sharing management proxy device is
exemplified as an MME proxy device, but the present
disclosure is not limited thereto.

In the example of FIG. 11, the UE 1102A and UE 1102B
are end UE respectively belonging to the first and second
network operators. Both of the first and second network
operators share the sharing AP 1104. The UE 1102A and
1102B may establish RRC connection to the sharing AP
1104. The sharing AP 1104 may connect to the network
sharing management proxy device 1106 through S1 inter-
face, and transmits the control messages from various end
UE (e.g., UE 1102A, 1102B) to the network sharing man-
agement proxy device 1106. When the network sharing
management proxy device 1106 receives the control mes-
sages, it will build up tunneling with the network sharing
management proxy device 1108. The network sharing man-
agement proxy device 1108 will tunnel to the related core
network 1110A/1110B after extracting the control messages,
to ensure that the control messages finally can be transmitted
to the target core network 1110A/1110B. In FIG. 11, the
network sharing management proxy device is exemplified as
an MME proxy device, but the present disclosure is not
limited thereto.

In the example of FIG. 12, the UE 1202A and 1202B are
end UE respectively belonging to the first and second
network operators. Both of the first and second network
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operators share the sharing AP 1204. The UE 1202A and
1202B may establish RRC connection to the sharing AP
1204 after the PLMN selection is done. The sharing AP 1204
may encapsulate the control messages into S1-MME mes-
sages and then transmit the S1-MME messages to the
network sharing management proxy device 1206A/1206B.
The network sharing management proxy device 1206A/
1206B may build up tunneling with the related core network
1206A/1206B after extracting the control messages, to
ensure that the control messages finally can be transmitted to
the target core network 1208A/1208B. In FIG. 12, the
network sharing management proxy device is exemplified as
an MME proxy device, but the present disclosure is not
limited thereto.

Based on the above, the proposed communication method
and network sharing management proxy device using the
same not only realizes the sharing of small cell/macro cell
for multiple network operators but also makes the various
network operators share their backhaul resources. Thus, the
cost of deploying the small cell/macro cell for the network
operators can be reduced, and the available bandwidth for
the user can be improved.

It will be apparent to those skilled in the art that various
modifications and variations can be made to the disclosed
embodiments. It is intended that the specification and
examples be considered as exemplary only, with a true scope
of'the disclosure being indicated by the following claims and
their equivalents.

What is claimed is:
1. A method for network sharing of multiple network
operators, comprising:
providing a network sharing management proxy device
adapted to be disposed between a sharing access point
(AP) and a plurality of core networks of the network
operators, wherein the sharing AP allows one or more
end user equipment (UE) of the network operators to
access;
receiving a control message by the network sharing
management proxy device, wherein the control mes-
sage is corresponding to a UE, and the UE is an end UE
of a first network operator of the network operators;

checking the control message to determine that the UE is
corresponding to which one of the network operators,
and generating tunneling information accordingly;

encapsulating the control message into a data packet; and

transmitting the data packet to a first core network of the
first network operator according to the tunneling infor-
mation.
2. The method according to claim 1, further comprising:
receiving the control message from the sharing AP by the
network sharing management proxy device; and

transmitting the control message to a transmission media,
to deliver the control message to the core networks
through the transmission media.

3. The method according to claim 2, wherein the control
message is sent to the first core network through at least one
of the core networks in a form of data packets.

4. The method according to claim 2, further comprising:

selecting a second core network of the core networks to

transmit the control message to the first core network
according to network conditions and/or routing rules.

5. The method according to claim 2, further comprising:

establishing a first tunneling connection to another net-

work sharing management proxy device according to
the tunneling information; and
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establishing a second tunneling connection to the first
core network by the other network sharing management
proxy device.

6. The method according to claim 1, further comprising:

receiving the control message from a transmission media
by the network sharing management proxy device; and

sending the control message to the first core network
through at least one of the core networks.

7. The method according to claim 6, further comprising:

selecting a second core network of the core networks to
transmit the control message to the first core network
according to network conditions and/or routing rules.

8. The method according to claim 1, wherein the tunneling
information is corresponding to a tunnel end in the first core
network, and the tunnel end is to forward the control
message, in response to the tunneling information, to one or
more network components for network registration and/or
authentication.

9. A network sharing management proxy device for net-
work sharing of multiple network operators, comprising:

a receiving circuit, receiving a control message corre-
sponding to a user equipment (UE), wherein the UE is
an end UE of a first network operator of the network
operators;

a processing circuit, checking the control message to
determine that the UE is corresponding to which one of
the network operators, generating tunneling informa-
tion accordingly, and encapsulating the control mes-
sage into a data packet; and

a transmitting circuit, transmitting the data packet to a first
core network of the first network operator according to
the tunneling information;

wherein the network sharing management proxy device is
adapted to be disposed between a sharing access point
(AP) and a plurality of core networks of the network
operators, and the sharing AP allows one or more end
UE of the network operators to access.

10. The network sharing management proxy device
according to claim 9, wherein the receiving circuit receives
the control message from the sharing AP, and the transmit-
ting circuit sends the control message to a transmission
media to pass the control message to the core networks.

11. The network sharing management proxy device
according to claim 10, wherein the control message is sent
to the first core network through at least one of the core
networks in a form of data packets.

12. The network sharing management proxy device
according to claim 10, wherein the processing circuit selects
a second core network of the core networks to transmit the
control message to the first core network according to
network conditions and/or routing rules.

13. The network sharing management proxy device
according to claim 10, wherein the processing circuit estab-
lishes a first tunneling connection to another network shar-
ing management proxy device according to the tunneling
information, and utilizes the other network sharing manage-
ment proxy device to establish a second tunneling connec-
tion to the first core network.

14. The network sharing management proxy device
according to claim 9, wherein the network sharing manage-
ment proxy device receives the control message from a
transmission media, and sends the control message to the
first core network through at least one of the core networks.

15. The network sharing management proxy device
according to claim 14, wherein the processing circuit selects
a second core network of the core networks to transmit the
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control message to the first core network according to
network conditions and/or routing rules.

16. The network sharing management proxy device
according to claim 9, wherein the tunneling information is
corresponding to a tunnel end in the first core network, and 5
the tunnel end is to forward the control message, in response
to the tunneling information, to one or more network com-
ponents for network registration and/or authentication.
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