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Abstract

A major issue in design of measurement-based admission control (MBAC) algorithms relies on how to maximize link utilization while
meeting applications’ QoS constraints. Studies have claimed that many proposed MBAC algorithms would give the same performance if the
parameters were properly tuned. In this paper, we study the effects of tuning two of the most important parameters in MBAC algorithms:
Measurement Window and Utilization Target. We show that the measurement window is not a good tuning knob for enforcing rigid loss
probability constraints. We propose a new parameter called Soft Utilization Target combined with a simple flow admittance policy called the
Latch algorithm. The simulation results show that this scheme can achieve better enforcement of loss probability constraint while main-
taining higher link utilization. © 2001 Elsevier Science B.V. All rights reserved.
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1. Introduction

The approach of measurement-based admission control
(MBAC) [1] is preferred in integrated services networks
[2-5] for achieving better link utilization. In the measure-
ment-based approach, a priori source characterization is
used only for incoming flows. Measurements will be used
to characterize aggregated behavior of flows that have been
in place. The goal is to exploit potential multiplexing gain.
This is based on the observations that the flow description
given at the session setup time or resource reservation phase
is usually a loose bound of the traffic that the flow actually
generates. The aggregated link utilization would be lower
than the expectation evaluated simply by flow specifica-
tions. MBAC is proposed to overcome the problem where
admission decisions and control are based on on-line
measurement.

Several issues are raised in the use of MBAC. First is the
feasibility of implementing real-time on-line measurement
methods for high-speed networks in approximating traffic
loads. The second issue is the possible violation of QoS
constraints, such as the utilization target [1] and loss prob-
ability [6,7], caused by the measurement errors. The third
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issue again is to maximize link utilization under the QoS
constraints.

Jamin et al. [1] presented an algorithm in which three
performance-related measurement parameters are defined:
Measurement Interval Size S, Measurement Window 7, and
Utilization Target v. They showed that the way in which
these parameters are determined may have significant
impact on the performance. In Ref. [8], they contended
that the MBAC algorithms developed so far could deliver
the same performance if the parameters were properly
tuned. Instead of developing new algorithms, proper tuning
of the measurement parameters of the algorithm in Ref. [1]
would be a good choice. However, they did not provide
solutions on how to tune these parameters. Furthermore,
the algorithm in Ref. [1] can satisfy the utilization target
constraint, but with occasional violation of the loss prob-
ability constraint. It is appropriate for predictive services.
However, it would not be suitable for applications with rigid
QoS requirements.

In this paper, we adopt the evaluation method for aggre-
gated traffic by the normal distribution approximation [6] to
examine how we can achieve the loss probability constraint
by resizing the measurement window and utilization target
in Ref. [1]. Here we define a new parameter called Soft
Utilization Target, denoted by v/, which is dynamically
adjusted to enforce packet loss constraint in contrast to the
fixed utilization target used in Ref. [1]. We will show that
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Fig. 1. Measurements in a measurement-based admission control algorithm.

soft utilization target is a finer performance knob than the
measurement window. One can easily tune the value of the
soft utilization target to deliver a certain loss probability
constraint, while the appropriate measurement window
may not exist at all. The method for tuning soft utilization
target depends on the traffic whose behavior is difficult to
obtain using on-line measurements. We propose a Latch
algorithm to address the issue. In the algorithm, no new
flows are admitted if the system admission controller fore-
casts a possible failure on loss probability constraint may
occur until any flow departs.

The method proposed in the paper can also be used to
support controlled-load services [4] to satisfy both utiliza-
tion target and loss probability constraints. Although
controlled-load services do not have explicit QoS
constraints, the system manager can thus specify the QoS
constraints such as utilization target and loss probability.

The rest of our paper is organized as follows. In Section 2,
we first review the MBAC parameters in Ref. [1] and intro-
duce the basic model we use. Then we show the weakness of
measurement window in enforcing loss probability
constraint and present our solution idea which resizes the
soft utilization target. In Section 3, we derive the method to
resize the soft utilization target for loss probability
constraint and introduce the latch algorithm. We also
arranged the pseudo codes of the admission control in this
section. The simulation results are given in Section 4, we
will discuss the result of loss probability constraint and
performance of the admission control. Section 5 concludes
our paper.

2. Measurement window and loss probability constraint
2.1. Measurements in an MBAC

In Ref. [1], the admission control algorithm works as
follows. Measurement window T specifies the time span
of each measurement; measurement interval of size S speci-
fies the time interval between two measurements. First, the
MBAC computes the average load Y of a measurement

interval. For a measurement window containing k measure-
ment intervals, the highest average load of the k intervals is
taken as the estimated load of the next measurement
window. For example, in Fig. 1, the size of the measurement
window is three. There are three measurement intervals —
S11, S12 and Sj3 — in measurement window 7. At the end of
the period, the highest average load Y, is obtained and used
as the estimated load of the link in the admission control
decisions during the next measurement period. Note that in
this method, the load estimation is not dynamically updated
during the period. When there are sudden load changes due
to the arrival of traffic bursts, without immediate update on
the network state, the admission decisions may cause viola-
tion of the QoS constraints.
A new flow requesting the rate r is admitted if

Z<vC-—r @))

where Z is the load estimate obtained from the previous
measurement window, v is the link utilization target and C
is the link capacity. Here we notice two important relation-
ships between Z, v and the performance of the MBAC. First,
because the load estimate used is based on the measurement
of the last period, the longer the duration of the measure-
ment window, the lesser the responsiveness of the admission
control, and thus the higher the possibility of violating the
QoS constraints. Second, with a smaller value of the utiliza-
tion target, the admission control decisions would be more
conservative in admitting new flows. Here, we propose to
dynamically resize the measurement window or the utiliza-
tion target to adjust the resulting loss probability.

In this paper, we consider a high-speed link with a large
number of flows passing through it. It is therefore assumed
that the averaged loads of the measurement intervals are in
steady state and independently and identically distributed
with a normal distribution. The probability density function
(p.d.f.) of the standard normal random variable, x, is

1 —x?
b(x) = Eexp( T)’
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Fig. 2. A coefficient function of load variance.

and the standard normal cumulative distribution function is
y
o) = [ g

For the sake of simplicity, we assume that links have no
buffers. An arriving packet is dropped if it finds the outgoing
link busy. The dark shadow area shown in Fig. 2 corre-
sponds to the amount of packets dropped during 7,. Let
the loss probability constraint be denoted by Py, The
goal of the system is to ensure

P(Y > C) = Py,

Let the mean and standard deviation of ¥ be denoted by
pmy and oy, respectively. We have

1—N(C_“?)quos. )

%

We will use this equation to evaluate the performance of
the tuning knobs: measurement window and utilization
target.

2.2. Measurement window

To evaluate how the size of the measurement window
affects the accuracy of the load estimation, one would
need to find the relationship between the expected value
of Z and the measurement window size k, i.e. the function
F that renders E[Z] = F(k). Since the load estimate of a
measurement window is set to the maximum average load
of the k measurement intervals, we have Z =
max{l?l,)?z,)?3,...,l7k}, where 171,172, 173,...,17k are inde-
pendently identically distributed as Y. Given ¥ — uy/oy ~
Normal(0, 1), we can obtain the p.d.f. of 7 as

o =in( ) () L

b
)4 Oy Oy

by the order statistics [9]. Now, we can evaluate the
expected value of Z as

E[Z] = J

e _ _\k—1 _ - 1
=J ZkN(Z_w) ¢(Z_w)_dz
— 0 0')7 O'y 0')7

(o)

f7(2)dz

Let x be equal to z — uy/oy and rewrite the equation, we
have

E[Z] = J

o0

) (o5x + pp)kN@  dp(x)dx = opf (k) + uy
(3)

where

o0

flky = J NG d)d. @)

From Eq. (3), we can see that the expectation of the
largest average load during a measurement window period
is the mean traffic load plus the standard deviation times a
factor which is a function of the measurement window size.
Given k, Eq. (4) can be evaluated using numerical approx-
imation. Fig. 2 shows a sketch of f(k). One can see that f(k)
grows fast when k is small. After around 25, it starts to
saturate. It indicates that indefinitely increasing the duration
of the measurement window (observing a longer period of
time) only has limited effect on the accuracy of the load
estimation.

Next, we will show how to apply this result on run-time
measurement. Let u and o denote the mean and standard
deviation of the measured load ¥, respectively. We are
interested in the heavy load behavior, namely when the
link utilization approaches the utilization target v, i.e.

E[Z] =vC 5)
From Egs. (4) and (5), we have
af (k) + p=vC. (6)

Let the utilization target v be set to its maximum value 1 and
assume the equality of Eq. (6) holds. Then we have f(k) =
C — wo. With Eq. (2), we have 1 — N(f(k)) = Py
Solving for f(k), as N(-) increases monotonically, we have
fk) = N"'(1 = Pg,). We take

f) =N""(1 = Py, (7)
or
k:fil[Nil(l _qus)]’ )]

if £ exists.
Table 1 presented some numerical results to illustrate the
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Table 1
The relationship between measurement window size and loss probability
constraint

Loss probability (Pyos) 107! 1072 1073 107
N (1= Py 1.28 2.32 3.15 3.96
Window size (k) 7 61 > 500 > 500

relationship between the size of the measurement window
and the loss probability constraint. Note that very large
window sizes will be needed to achieve finer degrees of
loss probability constraint that may require long periods
of measurement. Unfortunately, we could not find the
inverse function of f. This means, given the loss probability
constraint, we cannot obtain the appropriate size of the
measurement window.

The measurement window-based scheme is conceptually
simple. But it may not be feasible to support links with loss
probability constraint greater than 10> due to the large
sampling overhead incurred in the run-time measurement.
If the sampling interval is fixed, larger measurement
window size means longer observation period. In this
approach, the scheme may not be able to respond quickly
to load changes, thus compromising the link utilization and
its serviceability. (A new flow request might be rejected due
to the inaccurate load estimation.) On the other hand, if one
fixes the time duration of the measurement window, one
would need to increase the sampling frequency. In this
case, the measurement overhead can become a concern to
the system performance.

3. Resizing soft utilization target and latch algorithm for
loss probability constraint

3.1. Soft utilization target

In the previous section, we have analyzed the relationship
between different loss probability constraints and the sizes
of the measurement window. In this section, we look at
another important performance knob in the MBAC
schemes, i.e. the utilization target. We will study how to
the utilization target can be set to meet the loss probability
constraint. First, a new parameter called soft utilization
target, denoted by v/, is used to enforce better the loss prob-
ability constraint. It is different from the utilization target
whose value is typically fixed and set by the system
administrator according to some bandwidth sharing policy
between the QoS-constrained traffic and best-effort traffic.

Since the goal is to ensure that the packet loss probability,
at all times, is upper bounded by the loss probability
constraint as given in Eq. (2), by rewriting it, we have uy =
[1 — (oy/C)N 71(1 — Pgos)]C. Let the soft utilization target
be set as follows:

/

ag _
i (1 = Pgoy) )

Note that o is the standard deviation of the measurements
{Y}. If we replace v as v/ in Eq. (1), the admission control
decision inequality equation becomes as follows:

E[Y]<vC—-r (10)

The o in Eq. (9) only describes traffic variation of the
existing flows. To compute the variance of the flow aggre-
gated with the newly requested flow, we assume that the
existing flows and the new one are independent and that
the variance of the aggregated traffic is the sum of o and
o'r2 if the flow is admitted, where a',2 is the variance of the
newly requested flow. For links with hundreds and thou-
sands of flows, one can assume the value of o? will be
much larger than that of o2. Thus, we will ignore the varia-
tion effect introduced by the new call.

3.2. The latch algorithm

One of the major considerations in admission control is
not to let the admittance of a new flow affect the promised
QoS to existing flows. In the measurement-based approach,
it relies on accurate estimation of the mean and standard
deviation of the existing traffic loads. However, due to
measurement uncertainty, especially in heavy load condi-
tions, correcting or handling estimation errors becomes one
of the major issues in the MBAC. Assuming the estimated
parameters are the real parameters could be dangerous. For
example, an underestimation of the flow parameters may
deteriorate the QoS guarantee to admitted flows. Overesti-
mation of the number of permissible flows may also result in
inefficient use of network resources and unnecessary block-
ing of call requests.

To address the issue, we propose a method called the
latch algorithm to dynamically adjust the admission control
policy. First, if there is a violation of the packet loss
constraint during a measurement interval, the system will
stop admitting new flows until an existing flow departs. This
is to prevent further violation of the packet loss constraint.
Moreover, we consider that an occurrence of loss constraint
violation may imply further occurrence of the event. It
certainly shows that the total traffic load was greater than
expected. Therefore, even though the current load estimate
is low, one would like to temporarily close flow admittance
to reduce the uncertainties introduced by admitting more
flows into the system. Generally, such violation is owing
to the fluctuations or burstiness of the aggregated traffic. In
practice, it is still very difficult to quantize such effect at the
flow admission time based on the flow priori traffic descrip-
tions. By doing so, it will certainly help to compensate the
estimation error.

Second, if the system rejects a flow, the flow admission
will be temporarily closed until a flow departs. The goal is to
compensate possible underestimation of the aggregated
traffic load.

The two policies proposed are simple and effective in
enforcing loss probability constraints. The simulation
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(a)

extern float Accumulate; // Accumulated packet size

void Packet_Measurements (float Packet_size)

{

Accumulate+=Packet_ size; // Accumulate the total packet]
size
(b)
extern float Accumulate; // Accumulated packet size
extern float Traffic_Datall; // Traffic data storage

extern int Traffic_Data_ Index;
extern int Latch; // Latch flag
void On_line Measurements ()
{
float Bufferless_Loss=
(Accumulate-LINK BANDWIDTH) /Accumulate;
if (Bufferless_Loss>P_QoS)
Latch=1; // Latch policy 1
Traffic_Data_ Index=(Traffic_Data_Index+1)%ROTATE_STORAGE;
Traffic_Datal[Traffic_Data Index]=Accumulate;

Accumulate=0; // Reset the accumulation
}
(c)
extern float Traffic_Datall; // Traffic data storage
extern int Traffic_Data_Index;
extern int Latch; // Latch flag
int New_Flow_Arrival (float Rate)
{
float Mean, Std Dev, Soft_UT;
if (Latch) return(REJECT) ; // Reject if being latched
Std Dev=Moving Std Dev () ; // Get the standard

deviation statistic
// Calculate the Soft Utilization Target
Soft_UT=1-(Std _Dev/LINK CAPACITY)*Un Normal (1-P_QoS) ;
// Make the admission decision

if
(Traffic_Data[Traffic_Data_Index]<Soft UT*LINK CAPACITY-Rate)
return (ACCEPT) ; // Accept a new flow
else {
Latch=1; return(REJECT);
} // Latch policy 2
}
(d)

extern int Latch;
void Flow_Departure ()

{

Latch=0;

Fig. 3. (a) Packet measurement procedure; (b) on-line measurements procedure; (c) new flow arrival procedure; and (d) flow departure procedure.



1102 Y.S. Sun et al. / Computer Communications 24 (2001) 1097-1104

1.E-01
1.E-02
1.E-03
LE-04 -
LE05 +

packet losss rate

—— on-off 1.544Mbps without latch ‘
- - % - -on-off 1.544Mbps with latch
—&— poisson 1.544Mbps without latch }
- - < - -poisson 1.544Mbps with latch ‘
—&— mixed 1.544Mbps without latch !
-« & - ~mixed 1.544Mbps with latch

1.E-06

loss probability constraint

1E06 1E05 1EO04 1E-03 LE-02

LE0] reference line

Fig. 4. Loss probability constraint and simulated loss rate in the 1.544 Mbps link bandwidth.

results shown in the next section will show the performance
of maximizing link utilization without loss probability
violation by employing this algorithm.

The pseudo codes of the proposed admission control poli-
cies are shown in Fig. 3a.

In Fig. 3a, the code for packet measurement triggered by
the event of packet arrival is shown. In Fig. 3b, is shown the
code for the on-line traffic load estimation. This function is
triggered by clock alarm, once per measurement interval. It
also detects the violation on the loss probability constraint.
Fig. 3c is the code for handling new flow arrivals. Fig. 3d
shows the function for handling flow departures.

In this function, when a new flow request is received, the
admission control unit will first check if the latch flag is off.
If yes, it computes the current estimate of the standard
deviation of the traffic load to obtain a new value of soft
utilization target. Then the admission control process is
executed based on the new utilization target. If the flow is
rejected, the latch flag is turned on and the flow admittance
is closed. The function of “Flow Departure” is invoked by a
flow departure event. It will turn off the latch flag and
resume the admission control process.

4. Simulation results

In this section, we study the performance of the proposed
method to dynamically resize the parameter of the target
utilization in MBAC in enforcing loss probability
constraints. In the simulation, links with two different band-
widths are considered: 1.544 Mbps (7)) and 10 Mbps
(Ethernet). Three types of traffic source are studied. The

first one is the ON-OFF traffic source. In the ON—-OFF
model, a flow alternates between the ON and OFF states;
the duration of both states is assumed to be exponentially
distributed with the mean of 2s. The flow sends 8 kbps
constant bit rate data in the ON state and is idle when in
the OFF state. The second model is the Poisson process with
the mean of 8 kbps. Third, we study the effect under hetero-
geneous traffic. Here we have traffic mixed of the above two
types of flow with sending rate varying from 8 to 16 kbps.
The measurement interval is set to 1 s. We use Moving-8
method for the on-line calculation of the mean and standard
deviation of the traffic load. Namely, the memory of the on-
line measurement is eight measurement intervals. The mean
w and standard deviation o of ¥ are computed as follows:
pw=S%_1v,/8 and o= (3_, (Y, — w8 — ). The
loss rate, E[(f/ - C)+]/E[I7] is evaluated every 8000
measurement intervals, where (-)* evaluates the positive
part of the result. It is assumed that the transmission link
is buffer-less.

4.1. Enforcing loss constraints

Figs. 4 and 5 show the resulting packet loss probability
vs. the target loss constraint for the MBAC, with or without
the use of the latch algorithm, for links with 1.544 and
10 Mbps capacity, respectively. A reference line is shown
to indicate whether the loss probability constraint is satisfied
or not. The data points that lie below the reference line
correspond to those experiments where loss constraints are
not satisfied.

From the figures, one can see that for the transmissions
under the same type of traffic sources, those using admission

1.E-01
1.E-02
1.E-03
1.E-04
1.E-05

packet loss rate

1 L

—»— on-off 10Mbps without latch

- - % - - on-off 10Mbps with latch
—&— poisson 10Mbps without latch
= - < - -poisson 10Mbps with latch
—#&— mixed 10Mbps without latch

- - & - -mixed 10Mbps with latch

1.E-06 *

loss probablilty constraint

1E06 1E05 1E-04 1E03 1E-02 1EO01

reference line

Fig. 5. Loss probability constraint and simulated loss rate in the 10 Mbps link bandwidth.
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Fig. 6. Performance of the admission control in the 1.544 Mbps link bandwidth.

control with the latch algorithm achieve better performance
in enforcing packet loss constraint than the ones not
employing the latch algorithm. This is mainly due to the
blocking of the new flows when the link load approaches
the target utilization. Next, we compare the performance of
the transmissions using the proposed method under different
types of traffic source. From the simulation results, one can
see that because the Poisson traffic sources generate the least
degree of traffic burstiness, the chances of having loss
constraint violation are lowered, thus having the best perfor-
mance, especially for cases with more rigid loss constraint.
Comparison of the performances for the same transmis-
sions, but under different link capacities, it therefore hard.

4.2. Link utilization

Next, we would examine the link utilization performance
using the proposed method. In Figs. 6 and 7, we compare the
link utilization for transmissions under different link capa-
cities. In addition, the loss—load curves [10] are shown in
each figure for comparison. The loss—load curve gives the
maximum utilization obtained to satisfy the loss probability
constraint. One can see that the performance of admission
control with the latch algorithm is very close to the loss—
load curves.

In Fig. 7, the distance between the Poisson performance
curve and the corresponding loss—load curve is about
100 kbps. Given that each Poisson flow is of 64 kbits/s aver-
age rate, the difference is about a flow. But one can achieve
better loss constraint when using the latch algorithm. In the
case of the ON—-OFF sources, the proposed method appears
to be conservative in admitting new flows. It performs better
link utilization in the range of tighter loss constraints.

5. Conclusions

It has been shown that tuning certain performance
knobs, such as the measurement window size, is impor-
tant for the performance of the MBAC. In this paper,
we first analyze how the size of the measurement
window affects the accuracy of the load estimation,
assuming the load samples follow normal distribution.
We show that increasing the number measurement
points of a measurement window period, namely a
longer period of observation, has only limited effect
on the accuracy of the load estimation. Next, we studied
the tuning performance of another performance — utili-
zation target — in the guarantee of the loss probability.
We propose a new parameter called soft utilization
target whose value is computed based on the mean of
the load measures. Instead of using a fixed target utili-
zation, the soft utilization target is used when the link
load is heavy. The latch algorithm is proposed to throt-
tle the flow admission when the link load is heavy and
the aggregated traffic is bursty. Generally, the occur-
rence of the violation of loss probability is because of
the fluctuations or burstiness of the aggregated traffic. It
makes the load estimation and admission control even
more difficult when the load is heavy and resources
scarce. The two policies proposed are simple and effec-
tive in enforcing loss probability constraints. The simu-
lation results show that transmissions using admission
control with the latch algorithm achieve better perfor-
mance in enforcing packet loss constraint. They also
achieve the link utilization very close to the maximum
utilization obtained to satisfy the loss probability
constraint.

link utilization
o
O

—%— on-off 10Mbps with latch
—— poisson 10Mbps with latch
""" on-off loss-load 10Mbps
poisson lossload 10Mbps

L

1E06 1EO05 1E04 1E03

loss probability constraint

1E-02  1E-01

Fig. 7. Performance of the admission control in the 10 Mbps link bandwidth.
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